Our Privacy Policy

This Privacy Policy details how NTP Global, Inc. ("Grace," "we," "us," "our") handles
personal information. In case you have any questions or concerns, please reach out to us
using the contact information provided in the "Contacts" section below. By using our
services, you acknowledge and accept the terms of this Privacy Policy. We may update this
policy periodically, as described in the "Changes to this Privacy Policy" section. For this
document, "Services" refers to our Website, Products, and any other online services linked
to this Privacy Policy. Residents of Nevada and non-U.S. regions like the EEA, UK, and
Switzerland should refer to their respective sections below.

1. Scope of This Privacy Policy

This policy applies to personal information collected by NTP Global, Inc. when you:

Communicate with us through email or other means available via our Services, visit or use
our website or any other site operated by us where this Privacy Policy is posted, access or
use any of our services or functionalities provided through the website.

This policy covers visitors to our Website and individuals communicating with us and users
accessing any of our Services.

2. Personal Information We Collect and How

"Personal information" refers to data that can identify an individual, such as a name or email
address, and other non-public information linked to an identifiable person. It excludes
aggregated or anonymized information.

(a) Information You Provide
We collect information you directly provide when interacting with our Services, such as:

Support requests, feedback, surveys, and research participation.
Product submissions.

Social media interactions.

Event attendance.

Marketing communications and newsletters.

Sweepstakes or contests participation.

Business development and partnerships.

Providing personal information is voluntary, but some services require it to function.

(b) Information We Collect Automatically
We collect data automatically when you use our Services, which may include:

e Device and usage information.



e Cookies and other tracking technologies.

(c) Information from Third Parties
We may collect personal information from third parties, such as:

e Service providers.
e Partners.
e Analytics and marketing providers.

(d) Public Blockchain Information
For certain products, we collect public blockchain data like wallet addresses and transaction
details.

(e) Sensitive Personal Information
We do not intentionally collect sensitive personal information (e.g., social security numbers,
health information).

3. How We Use Personal Information

We use collected information for various purposes, including:

Providing and operating Services.

Responding to inquiries and providing support.
Ensuring security and preventing fraud.

Conducting analytics to improve Services.
Enhancing user experience.

Sending newsletters and marketing communications.
Administering promotions and contests.
Understanding preferences for personalized services.
Compiling aggregate data for analysis.

Providing transactional updates.

Enforcing terms and protecting rights.

Complying with legal obligations.

Facilitating business transfers.

Informing you about policy changes.

Any other purposes with your consent.

We may combine data from various sources for these purposes.

4. How We Share Personal Information

We share personal information with:

(a) Other Users Public content you share on our Services can be viewed by other users.
(b) Service Providers Third-party vendors assist us with hosting, analytics, marketing,
customer support, and other functions. (c) Off-Chain Partners WWe may share data with
partners for joint ventures, conferences, or webinars.(d) Promotional Activities For
promotions, sweepstakes, or contests, we may share personal information with third parties



or the public. (e) Legal and Compliance We may share data to comply with legal
obligations or protect our rights. (f) Business Transfers In the event of mergers or
acquisitions, personal information may be transferred.(g) With Your Consent We may share
information for additional purposes with your consent.

5. Cookies and Tracking Technologies

We use cookies and similar technologies to collect information about your usage of our
Services.

(a) Types of Cookies

e Strictly Necessary Cookies: Essential for basic functions.
e Functional Cookies: Enhance user experience by storing preferences.
e Performance Cookies: Help us understand and improve our Services.

(b) Managing Cookies
You can manage cookies through browser settings and privacy tools.

6. "Do Not Track" Preferences
We do not currently respond to "Do Not Track" signals.

7. Third-Party Links

Our Services may link to external websites. We are not responsible for their content or data
practices.

8. Third-Party Social Media Plugins
Our Services may include social media features that collect data about your interactions.

9. Children's Privacy
Our Services are not intended for children under 18. We do not knowingly collect data from
minors without parental consent.

10. Your Choices

(a) Marketing Preferences

You can opt-out of marketing emails via unsubscribe links. Transactional emails will still be
sent.

(b) Third-Party Analytics

We use third-party analytics tools. Refer to the Cookies section for more information.

11. How Long We Retain Personal Information
We retain data as necessary for the purposes outlined and as required by law.

12. How We Protect Personal Information



We implement security measures to protect your data. If you suspect a breach, contact us
immediately.

13. California "Shine the Light" Disclosure

We do not share personal information with third parties for their direct marketing purposes.
The California “Shine the Light” law gives residents of California the right under certain
circumstances to opt-out of the sharing of certain categories of personal information with
third parties for their direct marketing purposes.

14. Notice to Nevada Residents
NTP Global Inc. does not currently sell covered information of Nevada consumers as defined
under applicable Nevada law.

15. International Data Transfers

The data protection laws of the countries where personal information is processed may not
be as comprehensive as or equivalent to those in your country of residence. Whenever we
transfer personal information internationally, we take steps to protect it as required under
applicable law.

16. Notice to European and Non-U.S. Residents

This section applies to residents of the EEA, UK, Switzerland, and other non-U.S. countries
with data protection laws. NTP Global, Inc. is the data controller under GDPR and similar
laws.

(a) Legal Basis for Processing

We process data based on contract performance, legitimate interest, legal obligation, or
consent.

(b) Your Data Rights

You have rights such as access, rectification, erasure, restriction, portability, and objection.
Contact us to exercise these rights.

(c) Exercising Your Rights

We may require identity verification to process requests. Contact your local data protection
authority if dissatisfied.

17. Changes to This Privacy Policy
We may update this policy. Changes are effective upon posting. We will notify you of
significant changes as required.

18. Contacts
For questions or concerns about this policy, email us at privacy@agrace.com.
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